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Trusted Locations.
Showing the Message Bar

Trusted Documents. ®© %::"wl: 1:: Message Bar in all applications when active content, such as ActiveX controls and macros, has been
Addins ©) Never show informstion about blacked content

Actwex settings

Macro Settings

Protectea View
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Trusted Locations.
(©) Enable all Data Connections (not recommended)

Trusted Documents © Prompt user about Data Connections

Add-ins © Disable all Data Connections
ActiveX Settings. Security settings for Workbook Links
Macro Settings

(© Enable automatic update for all Workbook Links (not recommended)
Protected View © Prompt user on automatic update for Workbook Links.

Disable automatic upcte of Workbook Links
Message Bar © P
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Trusted Locations.
For each file type, you can select the Open and Save check boxes. By selecting Open, Excel blocks this file ype, of opens it

Trusted Documents in Protected View, By selecting Save, Excel prevents saving in this file ype.

File Type. Open  Swe +
Addins Excel 2007 and later Workbooks and Temlates.
AdtveX settings Excel 2007 and later Macro-Enabled Workbooks and Temlates

Excel 2007 and later Add-in Fles
Excel 2007 and later Binary Workbooks
Protected View OpenDocument Spreadsheet Files
Excel 97-2003 Add-i Files

Macro Settings

Message Bar Excel 97-2003 Workbooks and Templates.
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Excel 3 Worksheets
Excel 2 Worksheets
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XML Files

Tt Files

Excel Add-in Files
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Open behavior for selected file types:
(© Do not open selected file types.
© Open selected fil types in Protected View
(©) Open selected file types in Protected View and allow editing.
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Privacy Options
Trusted Locations
Connect to Offce.com for updated content when I'm connected to the Internet.
Trusted Documents Download a file periodicallythat helps determine sstem problems
Sign up fo the Customer Experience Improvement Program

Automaticaly detect installed Office applications to improve Office.com search results.

Add-ins

AdiveX Settings Check Microsoft Office documents that are from orlink to suspicious Web stes
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Protected View
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File Block Settings

Privacy Options

Trusted Documents

‘Warning: Trusted Documents open without any security prompts for macros, ActiveX controls and other types of active
content in the document. For a Trusted Document, you will ot be prompted the next time you open the document, even if
new active content was added to the document of changes were made to existing active content. Therefore, you should
only trust documents f you trust the source.

‘Allow documents on a network to be trusted

Disable Trusted Documents

Clear al Trusted Documents 5o that they are no longer trusted
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Trusted Locations.
Require Application Add-ins to be signed by Trusted Publisher

Trusted Documents [] Disable notification for unsigned add-ins (code will remain disabled)

Disable all Application Add-ins (may impair functionality)
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Trusted Locations.
Trusted Documents
Add-ins
Macro Settings

Protected View

ActiveX Settings for all Office Applications.

(© Disable all controls without notification

(© Prompt me before enabling Unsafe for Initialization (UF) controls with additional festrictions and Safe for
Initialzation (SFD controls with minimal restrictions

© Prompt me before enabling all controls with minimal restrictions.

(© Enable all controls without restrictions and without prompting (not recommended; potentially dangerous controls
can run)

Safe mode (helps limit the control's access to your computer)
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Trusted Locations.
(© Disable all macros without notification

Trusted Documents © Disable all macros with notification

Add-ins © Disable all macros except digitally signed macros

(© Enable all macros (not recommended; potentially dangerous code can run).
ActiveX Settings.

e

Protected View Trust access to the VBA project object model
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Trusted Locations.
Protected View opens potentially dangerous files, without any security prompts, in a restricted mode to help minimize harm

Trusted Documents to your computer, By disabling Protected View you could be exposing your computer to possible security threats.
Enable Protected View for iles originating from the Internet

Enable Protected View for files located in potentially unsafe locations (1

Enable Protected View for Outiook attachments ()

Add-ins

ActiveX Settings.

Macro Settings Data Execution Prevention

Message Bar

Enable Data Execution Prevention mode




